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2.2.14 Incidental Use and Disclosure of Protected Health Information 
(a) Policy

California Correctional Health Care Services (CCHCS) workforce members shall exercise due diligence to limit and
prevent incidental disclosures of Protected Health Information (PHI).

(b) Purpose
To provide guidance regarding the incidental use or disclosures of PHI.

(c) Responsibility
(1) The Chief Privacy Officer shall have oversight of this policy including privacy laws, policies, and standards for PHI

collection, use, and disclosure.
(d) Procedure

(1) Methods and Processes to Limit and Prevent Incidental Use or Disclosure of Health Information
(A) All CCHCS workforce members shall adhere to the minimum necessary requirements for using or disclosing

PHI. PHI shall only be used or disclosed when necessary to satisfy a particular authorized purpose or carry out
an assigned work-related function.

(B) CCHCS workforce members acting on behalf of the patient clinically or administratively, including clinicians,
ancillary services, administrative, clerical, and custodial workforce, shall only access, use, or disclose the
minimum necessary PHI to carry out or perform assigned duties. Refer to the Code of Federal Regulations,
Title 45, Section 164.514 (d)(e).

(C) CCHCS workforce members shall limit access, use, or disclosure of PHI to the amount and type of information
allowed by assigned job duties and necessary to complete assignments, pursuant to the Health Care Department
Operations Manual (HCDOM) Section 5.3.14, Access Control and shall follow the rules for disclosure. Refer
to HCDOM Sections 2.2.4, Minimum Necessary Use and Disclosure of Protected Health Information and
2.2.11, Privacy Incident and Potential Breach Reporting and Case Workflow.

(2) Appropriate Safeguards
(A) All CCHCS workforce members with assigned job duties requiring access, use, or disclosure of PHI shall, to

the extent possible, apply appropriate administrative, technical, and physical safeguards pursuant to the
HCDOM Section 2.2.5, Administrative, Technical, and Physical Safeguards for the protection and
confidentiality of PHI.

(3) Accounting of Disclosures
(A) CCHCS workforce members are not required to include incidental disclosures in the accounting of disclosures.

(4) Training Requirements
(A) All CCHCS workforce members are required to attend new employee orientation and complete an employee

acknowledgment agreement to follow state and federal privacy laws and CCHCS Policies and Procedures.
CCHCS workforce members shall also complete the required annual training, pursuant to the HCDOM Section
5.9.1, General Training Requirements, which includes satisfactory completion of the Privacy Awareness
Training located on the CCHCS Learning Management System.
1. Privacy training shall be provided to each new CCHCS workforce member prior to accessing health

information.
2. Privacy training materials shall be provided within a reasonable period of time after a material change in

the policies and procedures (i.e., changes in business practices, legislative or regulatory changes) becomes
effective.

(B) For questions or clarification, please contact: Privacy@cdcr.ca.gov or 1-877-974-4722.
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