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2.2.15  Specialized Government Functions 
(a) Policy  

California Correctional Health Care Services (CCHCS) workforce members may disclose health information, without 
a patient authorization, when the use or disclosure involves, or is related to, a specialized government function defined 
below. 

(b) Purpose  
To provide guidance regarding the permitted uses and disclosures of Protected Health Information (PHI) for specialized 
government functions. 

(c) Responsibility 
The Chief Privacy Officer shall have oversight of this policy including privacy laws, policies, and standards for 
respecting the rights of individuals concerning the disclosure of PHI maintained by CCHCS for specialized government 
functions. 

(d) Procedure 
(1) Measures and Processes Utilized to Disclose Health Information for Specialized Government Functions 

(A) CCHCS workforce members are permitted to disclose health information, without patient authorization for any 
of the following specialized government functions: 
1. Law enforcement or custodial situations if the disclosure of health information is made to authorized 

correctional or law enforcement officials with lawful custody of the patient, and the health information is 
needed, according to the law enforcement official or representative of the correctional institution, to do any 
of the following: 
a. Provide custodial access for the patient’s health care needs to support health care delivery in a custodial 

setting,  
b. Ensure the health and safety of the patient or other inmates, 
c. Ensure the health and safety of officers, employees, or others at the correctional institution, 
d. Ensure the health and safety of correctional individuals responsible for transporting or transferring of 

patients from one institution, facility, or setting to another, 
e. Enforce the law on the premises of the correctional institution, 
f. Administer and maintain the safety, security, and good order of the correctional institution. 

2. Government programs providing public benefits if the health information is related to the purpose for which 
the information was collected and any of the following: 
a. The state entity is a health care plan that is a government program, 
b. The disclosure is to another entity administering a government program providing public benefits, 
c. The disclosure is required or expressly authorized by law, and 

1) Is the sharing of eligibility or enrollment information, 
2) Is required for the maintenance of information in a single or combined data system accessible to 

both government agencies. 
3. Government agencies administering a government program providing public benefits if the health 

information is related to the purpose for which the information was collected, and any of the following: 
a. The state entity is a covered entity administering a government program providing public benefits, 
b. The disclosure is to another covered entity that is a government agency administering a government 

program providing public benefits, 
c. Both programs serve the same or similar populations, 
d. The disclosure is necessary to coordinate Health Insurance Portability and Accountability Act covered 

functions of the program, or to improve administration and management relating to the programs 
covered functions. 

4. Military and Veteran activities if upon separation or discharge from military service, disclosure is made by 
a component of the Departments of Defense or Homeland Security to provide information to the 
Department of Veterans Affairs to determine eligibility for benefits. 

5. National security and intelligence activities if the disclosure of health information is made to authorized 
federal officials conducting lawful intelligence, counterintelligence and other national security activities 
authorized by the National Security Act, and the disclosure is any of the following: 
a. Required by law, 
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b. Compelled due to circumstances affecting the health or safety of an individual,
c. Compelled through subpoena or warrant.

6. Protective Services for the president and others if the disclosure of health information is made to authorized
federal officials to protect the president and other persons, including foreign heads of state, or to conduct
investigations authorized by United States Code, and the disclosure is any of the following:
a. Required by law,
b. Compelled due to circumstances affecting the health or safety of an individual,
c. Compelled through subpoena or warrant.

(B) CCHCS and California Department of Corrections and Rehabilitation are responsible for:
1. Verifying the identity of federal officials or correctional and law enforcement representatives pursuant to

Statewide Health Information Policy Manual (SHIPM), Chapter 3, Section 3.1.7, Verification of Identity.
2. Ensuring that only the minimum amount of health information to achieve the purpose is disclosed pursuant

to SHIPM Chapter 2, Section 2.7.0, Minimum Necessary, and HCDOM, Section 2.2.4, Minimum
Necessary Use and Disclosure of Protected Health Information.

(C) CCHCS workforce members are responsible to document, track, and maintain information concerning
disclosures of health information. This tracking must document what, when, why, and to whom disclosures are
made pursuant to SHIPM Chapter 5, Section 5.1.0, Accounting of Disclosures.

(D) Training Requirements and Contact Information
1. All CCHCS workforce members shall:

a. Attend new employee orientation.
b. Complete an employee acknowledgment agreement upon hire to follow state and federal privacy laws

and CCHCS policies and procedures.
c. Complete the required annual training, pursuant to HCDOM, Section 5.9.1, General Training

Requirements, which includes satisfactory completion of the Privacy Awareness Training located on
the CCHCS Learning Management System.

d. Receive privacy training prior to accessing health information.
e. Receive privacy training materials within a reasonable period following material changes to the policies

and procedures (i.e., changes in business practices, legislative, or regulatory changes).
2. Access to CCHCS systems containing PHI or PII, shall be revoked for CCHCS workforce members that do

not complete the annual training.
3. For questions or clarification, please contact the Privacy Office at Privacy@cdcr.ca.gov or 1-877-974-4722.
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